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Banc One
Questions & Group distribution

Group 14

1. What is the nature of the problem faced by Banc One in November 1993?

2. How does Banc One measure its interest rate risk exposure?

3. What sort of interest rate risk management is followed by Banc One? What is the 

rationale of the interest rate risk policy (asset sensitive) followed by this bank?

4. Why is Banc One using derivatives as part of its interest rate risk management? 

Could the same results be achieved without the use of derivatives? How? Which 

alternative is best for the bank?

5. Explain the logic behind the AIRS. Why is Banc One using them?

6. Explain the logic behind the basis swaps used by Banc One. Why is their total 

notional amount growing?

7. What are the risks associated with the use of derivatives in this context?

8. Are swaps distorting Banc One’s reported earnings and risk?

9. Is the Bank’s use of derivatives creating or destroying value? Why? What should the 

bank do?
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Newsflow lounge

https://www.ft.com/content/d5986c38-6c60-4869-b28a-f1dfb0868c3e
https://www.ft.com/content/5b436a19-4061-48a8-87fa-94c0c8d83e0e?segmentId=b0d7e653-3467-12ab-c0f0-77e4424cdb4c
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MENTI TIME ☺

Banc One
Wrap-up

https://www.mentimeter.com/app/presentation/alg63t7eahuaqiex95n55roiao5d58id/pb8ahbc9xuma/edit


• Operational risk deals with potential  
losses arising from failures due to  
systems, people (incompetence,  
negligence or fraud), suppliers,  
procedures, reputation.

• Every single day you can expect  
operational failures in a bank.

• Management of this type of risk 
depends  on frequency and severity.

Operational Risk

Credit

Interest Rate

Liquidity

Foreign Exchange

Off-Balance

Operational

Sovereign

Insolvency

Market

REMINDER

Risks arise also because of the WAY things 
are done and not only because of the assets 

& liabilities held by the bank at each 
moment. 
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BUT
Banks need to 

reduce 
operating costs
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It is impossible to 
cover all risks

Banks need to keep some 
margin for business

growth

Banks need to invest in 
suitable monitoring 

systems

Banks must implement 
means to manage risks and 

to develop appropriate  
models

it is necessary to limit
risk-takingBUT

BUT

Operational Risk
The trade-off
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Operational Risk started to be addressed at the technology level:

✓ banks are large investors in IT systems;

✓ an error might have incredible costs (what about a  
miscalculated price on a large trade?);

✓ M&A in banking forced a lot of system integration, leaving  
systems more fragile;

✓ banks are suitable targets for hackers, as there is electronic money 
and most clients will not notice an undue transaction in  time.

Operational Risk
The early stages

7
Main source: BIS, Operational Risk – Supervisory Guidelines for the Advanced Measurement Approaches – Jun 2011; Principles for the Sound Management of 
Operational Risk – Jun 2011.



Operational Risk
IT: when it goes wrong
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Exam suggestion: 
Write a short summary on: 
. the nature of the problem at 
stake, 
. What type of risks new 
technologies bring into the 
banking activity
. What type of mitigation 
strategies can be 
implemented

https://www.ft.com/content/4865b5be-9167-11e8-bb8f-a6a2f7bca546
https://www.ft.com/content/8951c946-47a2-11e8-8ae9-4b5ddcca99b3
https://www.ft.com/content/959b64fe-9f66-11e6-891e-abe238dee8e2
https://www.ft.com/content/515e344d-9ec1-4c3e-888f-10ff57712412


Operational Risk
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MENTI TIME ☺

https://www.mentimeter.com/app/presentation/alg63t7eahuaqiex95n55roiao5d58id/pb8ahbc9xuma/edit


People Systems Processes External Events

Fraud, collusion and other  
criminal activities

IT problems (hardware,  
software, hacking, viruses)

Execution, registration,  
settlement and  
documentation errors

Criminal activities (theft,  
vandalism, terrorism)

Violation of internal or  
external rules (secrecy,  
ethical rules, the law)

Software bugs

Errors in models,  
methodologies and mark  
to market

Political and military  
events (war, coup d’etat,  
internacional sanctions)

Incompetence or  
negligence

Unauthorized access to  
information

Compliance errors  
(accounting, taxation,  
reporting)

Changes in the political,
legal, regulatory and tax
environment

Loss of important  
employees (illness,  
problems retaining staff)

Unavailable and  
questionable integrity of  
data

Inadequate procedures,  
bad business practices

Natural events (fire, flood,  
earthquakes)

Violations of system  
securities

Utility outages (power,  
telecoms)

Inadequate definition and  
attribution of  
responsibilities

Operational failure at  
suppliers and outsourcers

This table is taken, with adaptation, from Resti and Sironi.

Operational Risk
Murphy’s Law?
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Financial Risks Operational Risk

Consciously and willingly faced Unavoidable

Speculative risks, implying profits or losses Pure risks, implying losses only

Consistent with an increasing 
relationship  between risk and 
expected return

Not consistent with an increasing 
relationship  between risk and expected 
return

Easy to identify and understand Difficult to identify and understand

Comparatively easy to measure and quantify Difficult to measure and quantify

Large availability of hedging instruments Lack of effective hedging instruments

Comparatively easy to price and transfer Difficult to price and transfer

Source: Resti and Sironi.

Operational Risk
A special kind?
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Source: How a defined risk appetite can improve nonfinancial risk management, McKinsey & Co, 25 October 2023

Operational Risk
It’s no free lunch



Operational Risk
Main categories
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Source: BPI 2018 Annual report

Source: BNP Paribas 2024 Annual report



Internal Control
Objectives & pillars

PERFORMANCE DATA COMPLIANCE 

Banks need to ensure 
medium/long-term 

profitability and 
sustainability.

Banks need data 
that is 

complete, pertinent, reliable 
and timely. 

Banks need to make sure they 
are in full compliance with all 

legal and regulatory 
requirements. O

B
JE

C
TI

V
ES

P
IL

LA
R

S Adequate control 
environment

(culture)

Solid risk 
management systems

Efficient information 
& communication 

channels

Effective 
monitoring processes
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Internal control
Framework

Internal 
Control

Risk 
framework

General framework on 
how to approach risks

How to control risks 
inherent to the bank’s 
activities in practical 

terms
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Risk Appetite Framework
General overview

•Banks shall provide information regarding overall governance framework 
and integration with risk appetite

•The governance structure must ensure integrity of overall businessand 
risk management process.

Governance 
framework

Risk 
Appetite 
Framework

• Banks should identify types of risk the they want to take on and those they 
wish to avoid. 

• Function of:

• Risk appetite/tolerance levels, thresholds  and limits set for the 
identified material risks must be defined and monitored

i) appetite to take either a high  or a low level of risk on board

ii) capacity of the organisation to take the  risk.

Policies, processes, controls 
and systems through which 

risk appetite is defined, communicated, 
and monitored. 

Alignment 
with strategy

Material and 
reputational risks

REMINDER
Session 6
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Risk profile: Point in time 
assessment of the bank’s gross and 
net risk exposure. 

Aggregate level and types of risk that  a bank 
is willing to accept, or to avoid, in order to
achieve its business objectives. 

• Qualitative statements and quantitative 

measures expressed relative to earnings, 

capital, risk measures, liquidity and other 

relevant measures as appropriate. 

• Should address more difficult to quantify 

risks (reputation; conduct risks; money 

laundering; unethical practices). 

The aggregate level and types   of risk 
a financial institution is willing to 
assume within its risk capacity to 
achieve its strategic objectives and 
business plan. 

Maximum level of risk the financial 
institution can assume given its 
current level of resources before 
breaching constraints determined by 
regulatory capital and liquidity needs. 

RISK 
LIMITS 

RISK CAPACITY

RISK PROFILE 
RISK 

APPETITE 

RISK APPETITE 
STATEMENT 

Quantitative measures relative to 
business lines, legal entities as relevant, 
specific risk categories, concentrations, 
and as appropriate, other levels. 

Risk Appetite Framework
Components

17

REMINDER
Session 6



Key point
• When approaching the risks it faces, a bank has four 

options available in order to control each risk:

From risk 

tolerance 

to risk 

appetite

IMPACT

High 
Event can cause substantial damaging 
impact to strategy/business

Medium
Event can cause visible effects but with 
limited impact on strategy

Low
Event may be burdensome but has no 
structural impact 

PROBABILITY

High 
Highly likely (eg: several times on 
every quarter)

Medium
May occur at some point in the 
course of the year

Low Unlikely, very exceptional 

CONTROL’S EFFECTIVENESS

Strong 
Control is sufficient to nearly 
eliminate the risk (>90%)

Acceptable
Mitigation is acceptable (risk reduced 
to 80-90%)

Low Mitigation is uncomplete (<80%)

Null No control has been implemented

•Eliminate

•Mitigate

•Transfer 

•Accept 

Risk Appetite Framework
Applied to Operational Risk

18



Risk Appetite Framework
Applied to Operational Risk

19
Source: Mckinsey, August 2022. 



Business  
Unit

Business  
Line

Risk Event EI

Retail Bank Deposits People Software failure Fees

Investment
Banking

Cards Systems Hardware failure Fees

Brokerage
Insurance Processes

Communication  
Failure

Provisions

External Events

20

Operational Risk
Possible routes
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Operational Risk
Dashboard: an example (I)
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Operational Risk
Dashboard: an example(II)
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Operational Risk
Dashboard: an example (III)



Risk Tolerance Matrix
How it works

Medium High High Catastrophic Catastrophic

Low Medium High High Catastrophic

Low Low Medium High High

Insignificant Low Low Medium High

Insignificant Insignificant Low Low Medium
Below 10.000€

10.000€ to 100.000€

100.000€ to 1M€

1M€ to 50M€

above 50M€

Frequency
Severity

Less than once  
every 5 years

Once per year to  
once every 5  

years

Once per quarter  
to once a year

Once per month 
to once per  

quarter

More than once  
per month

24



Medium High High Catastrophic Catastrophic

Low High Catastrophic

Low Low Medium High High

Insignificant Low High

Insignificant Insignificant Low Low Medium
Below 10.000€

10.000€ to 100.000€

100.000€ to 1M€

1M€ to 50M€

above 50M€

Frequency

Low
Keep

Severity

Less than once  
every 5 years

Once per year to  
once every 5  

years

Once per quarter  
to once a year

Once per month 
to once per  

quarter

More than once  
per month

Transfer
Medium High

Medium
Reduce

Avoid

25

Risk Tolerance Matrix
Possible strategies



Medium High   Catastrophic Catastrophic

Low Medium High High Catastrophic

Low Low

Insignificant Low

High High

Medium High

Insignificant Insignificant Low Low Medium
Below 10.000€

10.000€ to 100.000€

100.000€ to 1M€

1M€ to 50M€

above 50M€

Frequency

MeRdium

Severity

Less than once  
every 5 years

Once per year to  
once every 5  

years

Once per quarter  
to once a year

Once per month 
to once per  

quarter

More than once  
per month

Low

High

Intrinsic Risk 

risk before  any control
action.

Residual Risk
risk with  existing 
control systems.

Target Risk 
remaining  risk after the 
new systems that  we will 
put in place.

I

R

T

26

Risk Tolerance Matrix
Outcomes



Operational Risk
Main categories

27Source: Deutsche Bank 2024 Annual report



Operational risk in AML/CTF
An example (I)

Banks are required to “have adequate policies and processes (…) to prevent the bank from being used, 
intentionally or unintentionally, for criminal activities”. 

A bank must develop a thorough understanding of the inherent ML/FT risks present in its customer 
base, products, delivery channels and services offered and jurisdictions within which it or its 
customers do business. 

CDD: Customer Due Diligence

KYC: KNOW YOUR CUSTOMER

• Onboarding: banks must have clear customer 
acceptance policies and procedures to identify the 
types of customer that are likely to pose a higher risk 
of ML/FT.

• A bank should not establish a banking relationship or 
carry out any transactions until the identity of the 
customer has been satisfactorily established and 
verified.

Key

 concept

KYT: KNOW YOUR TRANSACTION

• A bank should have a transaction monitoring system 
in place that allows it to collect sufficient specific 
operational and transaction data as well as other 
internal information. 

28

PEP: Politically Exposed Person
UBO: Ultimate Benficiary Owner

ALM/CTF: Anti-Money laundering / Counter-terrorista financing.



Source: private project carried by a top consultancy firm.
29

Operational risk in AML/CTF
An example: KYC monitoring rules



Source: private project carried by a top consultancy firm.
30

Operational risk in AML/CTF
An example: KYT monitoring rules
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Operational risk in AML/CTF
Danske Bank: when things go wrong

https://next-media-
api.ft.com/renditions/15408984157690/1280x720.m
p4

Source: FT, 13 Dec 2022Source: FT, 29 Apr 2021
Source: FT, 5 Feb 2020

https://www.ft.com/content/519ad6ae-bcd8-11e8-94b2-17176fbf93f5
https://www.ft.com/stream/bbc1c5f1-5c8f-4604-926a-ab4b4fd6e9ae
https://www.ft.com/content/8095529a-47ec-11ea-aeb3-955839e06441
https://next-media-api.ft.com/renditions/15408984157690/1280x720.mp4
https://next-media-api.ft.com/renditions/15408984157690/1280x720.mp4
https://next-media-api.ft.com/renditions/15408984157690/1280x720.mp4
https://www.ft.com/content/6a17f771-7c13-43f1-9d11-2e401db8e48f
https://www.ft.com/content/cae726f6-1aa6-4be2-8649-cb9ded499b2d
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MENTI TIME ☺

https://www.mentimeter.com/app/presentation/alg63t7eahuaqiex95n55roiao5d58id/pb8ahbc9xuma/edit


Source: FT, ‘US haul from credit crisis bank fines hits $150bn’, 6 Aug 2017. 

Governance
When it does not work

33



Internal control
Global approach

Internal 
Control

Risk 
framework Governance

General 
framework on 

how to 
approach risks

How to control 
risks inherent to 

the bank’s 
activities in 

practical terms
How responsibilities and 

authority are defined and 
clearly allocated

34



• Business units (front office, customer-facing activity) are the first responsible for identifying, assessing and controlling the

risks of business.

• Internal policies and procedures should be clearly specified in writing and communicated to all personnel. 

• Facilitates implementation of risk management framework;
• Responsible for further identifying, monitoring, analysing, 

measuring, managing and reporting on risks (holistic view on all 
risks); 

• Challenges and assists in implementation of risk management 
measures by the business lines 
=> ensure process and controls at the first line of defence are properly 
designed and effective.

• Conducts risk-based and general audits;

• Reviews internal governance arrangements, processes and mechanisms to ascertain that they are sound and effective, 

implemented and consistently applied. 

• Carries independent review of the first two lines of defence. 

Compliance officerRisk officer

• Monitors compliance with legal and regulatory requirements and 
internal policies

• Provides advice on compliance to the management body and 
other relevant staff, 

• Establishes policies and processes to manage compliance risks 
and to ensure compliance. 

All internal control functions need to be independent of the business they control, have the appropriate financial 
and human resources to perform their tasks, and report directly to the management body.

1ST LINE: FRONT-OFFICE

2ND LINE

3RD LINE: INTERNAL AUDIT

Risk Management 
The 3-line of defence approach

REMINDER

35



Internal Control
Components

PERFORMANCE DATA COMPLIANCE 

Banks need to ensure 
medium/long-term 

profitability and 
sustainability.

Banks need data 
that is 

complete, pertinent, reliable 
and timely. 

Banks need to make sure they 
are in full compliance with all 

legal and regulatory 
requirements. O

B
JE

C
TI

V
ES

P
IL

LA
R

S Adequate control 

environment

(culture)

Solid risk management 

systems

Efficient information & 

communication 

channels

Effective 

monitoring processes

• Ethical standards

• Qualification and sufficiency of staff

• Transparency and simplicity of organizational structure

• Clear hierarchical structure & accountability lines

• Quality of strategic planning

• Board’s active involvement 36

REMINDER



• Standards and principles concerned with setting an institution’s objectives, strategies 
and risk management framework; 

• how business is organised; 

• how responsibilities and authority are defined and clearly allocated; 

• how reporting lines are set up and what information they convey; 

• how the internal control framework is organised and implemented, including 
accounting procedures and remuneration policies 

• how sound information technology systems are

• the nature of outsourcing arrangements 

• business continuity management. 

Governance
What’s it about?

INTERNAL 
GOVERNANCE

…tackles…

…subject to Principle 

of proportionality

Requirements are to be applied in a manner that is appropriate, taking into account in 
particular the institution’s size, internal organisation and nature, and the complexity of its 
activities. 

37Main sources: EBA: Guidelines on Internal Governance; Joint ESMA/EBA Guidelines on the assessment of suitability of members of the management body and key function 
holders; EBA guidelines on sound remuneration policies



• Active involvement in day-to-day business; 
decisions should be taken on a sound and well-
informed basis

Management body:

• Business strategy

• Risk strategy

• Internal control

Committees

Internal Control 

functions

Management function 

(executive members)

Supervisory function

(non-executive members)

Risk

Audit

Risk

Audit

Compliance

• Monitor and constructively challenge strategy

• Monitor risk culture and governance’s effectiveness 

“The chair should
encourage and promote
open and critical discussion
and ensure that dissenting
views can be expressed and
discussed within the
decision-making process.”

• Supports Supervisory body in its assessment of risk 
appetite framework

• Monitors the effectiveness of internal quality control 
and risk management systems

Must be chaired by
independent / non-
executive directors

Others • Nomination, Remuneration

• Risk day-to-day management 

• Ensures bank is fully compliant with all required legislation 
and regulation across the entire organization

• Assesses adequacy of governance, policies and robustness of 
controls/ procedures

• Must be independent 
from activities they are 
supposed to control

• Remuneration cannot 
be linked to 
performance 

Governance
Framework

38



Context

“Weaknesses in corporate governance, including inadequate oversight by and challenge from the 
supervisory function of the management body in a number of credit institutions and investment 
firms, have contributed to excessive and imprudent risk-taking in the financial sector which has 
led in turn to the failure of individual institutions and systemic problems.” (EBA)

Requirements

for members 

of 

management 

body

• Sufficient time to carry out their respective responsibilities appropriately. 

• Sufficient time to acquire, maintain and enhance their knowledge and skills – if necessary
through additional training. 

• Must be of good repute. 

• Should be able to demonstrate independence of mind to be able to effectively assess, 
challenge, oversee and monitor management decision-making. 

Final regulator’s approval on the composition of a management board will 
depend on the collective assessment of the combination of competencies and 
skills of all members

Source: https://eba.europa.eu/regulation-and-policy/internal-governance/joint-esma-and-eba-guidelines-on-the-assessment-of-the-suitability-of-members-of-the-management-body

Collective assessment template

Collective 
assessment 

template

39

Governance
Board members’s suitability

Materials/EBA_Annex I_Collective assessment_2018.xlsx


Source: Joint ESMA/EBA Guidelines on the assessment of suitability of members of the management body and key function holders, Annex II.
40

Governance
Fit & proper criteria



Governance
Remuneration

Context

“Inappropriate remuneration structures have been a contributing factor to excessive and 

imprudent risk taking. Poorly designed remuneration policies have potentially detrimental effects 

on the sound management of risks, control of risk and the risk-taking behaviour of individuals”. 

(EBA)

• Permanent, predetermined, non-discretionary and non-revocable. 

• Should primarily reflect relevant professional experience and organisational responsibility of 
staff while providing a stable source of income. 

Remuneration 

Rules Variable

remuneration

Fixed 

remuneration

“Remuneration has a direct or indirect influence on staff’s behaviour. Variable remuneration may encourage staff 
to take undesirable, irresponsible and excessive risks or to sell unsuitable products in the hope of generating more 
turnover or making more profit in the short run and thus increasing staff’s variable remuneration. Furthermore, 
staff members may be tempted to game with or manipulate information with a view to making their (measured) 
performance look better”.

• Based on performance or, in exceptional cases, other conditions. 

• Should provide incentives for prudent risk taking in the long term and sound risk 

management. 

• At least 50% of variable remuneration must comprise a balance of shares, equivalent 

ownership rights, share-linked or equivalent non-cash instruments, in the case of non-listed 

institutions, and, where possible, certain eligible other instruments defined within. 

• At least 40% of variable remuneration is subject to deferral arrangements. The awarded 

instruments are subject to retention periods. 

41
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Operational risk
When it’s about culture

Source: FT, 24 Fev 2022.

Exam suggestion: 
Write a short summary on: 
. the nature of the problem at stake, 
. How could adequate Governance 
models have avoided the probes

https://www.ft.com/content/ab6fb556-24e2-11e9-8ce6-5db4543da632
https://www.ft.com/content/1d14c8bf-d6fd-4cb0-b654-9dfdc4254bc1?segmentId=b0d7e653-3467-12ab-c0f0-77e4424cdb4c
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https://www.mentimeter.com/app/presentation/alg63t7eahuaqiex95n55roiao5d58id/pb8ahbc9xuma/edit
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Remuneration
When it goes wrong

Source: FT, 6 Fev 2023.

https://www.ft.com/content/4ac9f004-1998-11e9-9e64-d150b3105d21
https://www.ft.com/content/468858e6-18ee-11e9-9e64-d150b3105d21
https://www.ft.com/content/c8a62be9-48b4-47b2-a9ec-78b97e8bb66d
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Remuneration
When it goes wrong

Source: FT, 28 Fev 2023.

https://www.ft.com/content/8e510564-1163-4feb-994d-6ecc8b2d436d


Capital requirements
Calculation approaches

• Approach by business lines defined by the regulator

• A single exposure indicator: the Gross Income of each 
businessline  (average of last 3 years)

• A weighting factor by business line reflects the risk 
relatedto the activity

• Qualifying criteria

• Development of an internal measurement model based on eight  
business lines and seven risk categories defined by the regulator

• Qualifying criteria

• Average of last 3 years of the Gross Income x 15%

Standardised
approach

Advanced  
measurement  

approach

C
a
p

ita
l re

q
u

ire
m

e
n

t

S
o

p
h

is
tic

a
tio

n

Basic 
indicator
approach

46



Capital

• The capital requirement is calculated using an  
internal model developed by the bank under  
qualitative and quantitative constraints:

• If the bank demonstrates that is adequately  
capturing EL in its internal business practices,the  
base to capital requirements can be UL alone.

• Few details are given on the calculationmethods 
used by this model.

• The effective use of a internal model is subjectto  the 
prior approval by the regulator.

KAMA = EL + UL

Coverage

Provisions if
proved valid
estimation

Average:  

Expected Losses

Confidence interval:  
99.9% over a 1-year period
Catastrophic losses

Pr
ob

ab
ili

ty

* EL = Expected Losses; UL = Unexpected Losses

Capital requirements
AMA: the future?

• Difficulty in modelling extreme events is related with the absence of data for rare events.
• Insufficient data on extreme events makes it necessary to consider external data and experts’ opinions.

However, AMA has presented some practical problems…

47



Operational Risk requirement

BIC        ILM

Risk-sensitive 

standardised 

approach

Business Indicator 

Component

=

( ∝𝑖 × 𝐵𝐼𝑖 )

Internal 

Loss 

Multplier

𝐿𝐶

𝐵𝐼𝐶

0.8

𝑙𝑛 (  𝑒𝑥𝑝 ( 1 )  − 1+ 

Capital requirements
2022: Back to Basics

New single approach to be introduced in 2022, according to CRR II modifications (‘Basel IV’) 48
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Operational Risk

49
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